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ABSTRACT




This thesis focuses on designing and implementing a system that can
transmit voice over Local Area Network (LAN) in a secure manner. The
implementation of the system is done by using both hardware and
software. The system consists of a managing server and the end-user units.
Signals provided between them by using an especial, nonstandard, private

and customizable protocol.

This system provides other services beside the secure voice transmission
including the ability to work in static or dynamic Ethernet LAN. In

addition, it has a dynamic HTML page to configure the end-user units.
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