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This  thesis  focuses  on  designing  and  implementing  a  system  that  can 

transmit voice over Local Area Network (LAN) in a secure manner. The 

implementation  of  the  system  is  done  by  using  both  hardware  and 

software. The system consists of a managing server and the end-user units. 

Signals provided between them by using an especial, nonstandard, private 

and customizable protocol.

This system provides other services beside the secure voice transmission 

including  the  ability  to  work  in  static  or  dynamic  Ethernet  LAN.  In 

addition, it has a dynamic HTML page to configure the end-user units.
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 الشششبكات عبر الصوت لنقل نظام تصميم البحث هذا في تم

 النظششام هششذا النقل. يتكون في السرية يدعم بشكل المحلية

 مركششزي كمخدم يعمل شخصي حاسب جهاز هما جزءين من

 (هواتششف) ووحششدات النظششام عمليششات جميع في ويتحكم يدير

 العتششاد مششن يتكون النظام هذا أن بمعنى النظام. مستخدمي

له. الداعمة والبرمجيات الصلب

 تبادلهششا يتششم مختلفة إشارات عبر النظام هذا في التحكم يتم

 أخششرى. جهششة مششن المركششزي والمخدم جهة من الوحدات بين

 مكونششات بيششن التخششاطب بروتوكششول الشششارات هششذه تمثششل

 للتعششديل وقابششل خششاص بششأنه الششبروتوكول هششذا النظام. يمتاز

والتطوير.

 نقششل بجششانب الخششرى الخششدمات مششن عششدد النظششام هذا يوفر

 . فهششو السششرية تششدعم بصورة المحلية الشبكات عبر الصوت

 وحششدات فششي مششرور بكلمششة محميششة انششترنت صششفحة يششوفر

 هششذه تهيئششة مششن الشششبكة على المشرف تمكن المستخدمين

 هششذا يعمششل أن يمكن الشبكة. كما في جهاز أي من الوحدات

 أو الثششابت العنششوان ذات المحليششة الشششبكات ضششمن النظششام

الديناميكي.

VI



TERMINOLOGIES

ATM  Asynchronous Transfer Mode 
CVSD Continuously Variable Slope Delta Modulation
DES Data Encryption Standard
HTTP Hypertext Transfer Protocol
IOS International Organization for Standards
IP Internet Protocol
IPv4 Internet Protocol version 4
MMUSIC    Multiparty Multimedia Session Control working group
OSI Open System Interconnection
PSTN   Public Switching Telephone Network 
QoS Quality of Service
RTCP Real-time Transport Control Protocol
RTP Real-time Transport Protocol
SSL Secure Sockets Layer
SDP Session Description Protocol
SIP Session Initiation Protocol
SMTP Simple Mail Transfer Protocol
TCP Transport Control Protocol
TLS Transport Layer Security
TDES Triple Data Encryption Standard
UA User Agent
UAC User Agent Client
UAS User Agent Server
UDP User Datagram Protocol
VoIP Voice over Internet Protocol
WPA WiFi Protected Access protocol
WEP Wired Equivalent Privacy protocol
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