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Abstract

Because of the rapid development in the Technology Revolution and the new
applications resulting from the use of SCADA in various areas of scientific and
practical. We also believe that as SCADA usage is use by many company’s in
everyday life. In this sense the Research and formed the idea came to offer new
enhancement possibilities for the use of mobile Phone or PC, taking advantage of
developments in the IP through the Mobile Network and had this idea to solve the
problem of movement from one place to another where person can control his
system by mobile Terminal after that the human did not need to stay with the
system and he can control it from some where.

This Research has been solved that the user can control his devices from any where
in the world was ,By sending orders from his mobile Terminal , and the system
consists of three basic components are the mobile Terminal and the SCADA

network and mobile network between them .
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