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ABSTRACT

The use of microcontroller increased rapidly in small or dedicated application 

because it can be considered a self-contained system with a processor, 

memory and peripherals and can be used with an embedded system.

In this project I design a cipher capable of translate plain text into cipher text 

and it's a symmetric key cryptography cipher .This cipher is easy to be 

modified if some one break it . I download the cipher program into the 

microcontroller to be capable to make ciphering. The plain text is sent 

through a parallel port in the computer to the microcontroller that exist in the 

electronic circuit to do an encryption process  and display the ciphertext  on 

the computer screen. And send a signal trough microcontroller outputs to light 

LEDs as a sign of complete of ciphering.                                             
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المستخلص

                                  

لمعالج الستخدام لتطبيقات في سريعه بصوره يزداد الدقيق ل  ا

ا متكيف نظام اعتباره يمكن لن المخصصه  هو الصغيره  مع ذاتي

المضمن. النظام مع استخدامه ويمكن وطرفيات وذاكره معالج

 العادي النص تحويل  على قادره شفره تصميم  تم المشروع هذا في

ر نوع من وهي مشفر نص الى وهي.  التشفي لمتماثل  سهله ايضا ا

نقوم.  تم اذا التعديل  المعالج في الشفره برنامج بتحميل إختراقها

تحويل( عملية انجاز على قادر ليكون  الدقيق  العادي النص التشفير

يتم.      نص الى لتوازي منفذ طريق عن العادي النص ارسال مشفر  ا

لكمبيوتر في دائره في الموجود الدقيق المعالج إلى ا ل كترونيه ا  الل

ر ليقوم لكمبيوتر شاشه على المشفر النص إظهار و بالتشفي  ثم ومن ا

ثنائيات اشاره  ارسال ل ر عملية انتهاء على دلله المضيئه ل . التشفي
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