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ABSTRACT 

Traffic engineering is a technique to control path of traffic at the networks to 

improving utilization of networks resources to avoid the congestion, for cost issue 

and grantee a certain amount of bandwidth is available for a particular customer’s 

traffic, both in the steady state and under failure conditions. 

  Using standard internet protocol routing all traffic between two points is sent 

over the shortest path even though multiple paths may exist. Especially during 

periods of high traffic volume, this can result in traffic congestion on certain routes 

while alternative routes are underused, even though traffic protection is not granted 

during link failure, the standard IP routing protocols don’t give a chance to mark 

some traffic as important than others. 

 In this thesis Multiprotocol Label Switching Traffic Engineering modeled using 

Graphical Network Simulator and applied virtual private network routing and 

forwarding concept and Open Shortest Path First, Multiprotocol Border Gateway 

Protocol, Resource Reservation Protocol and Label Distribution Protocol protocols 

by assign the routes in Multiprotocol Label Switching network over Traffic 

engineering tunnels for each virtual private network routing and forwarding to 

ensure the traffic of each customer go through deferent route tunnel and share the 

only one route when the other route tunnel tarn down or give specific user 

preemption to use the overall route and disconnect the other user. 

The emulation results shown that the each user’s traffic went through deferent 

path from head quarter to branch and the users’ traffic shared the only one route 

tunnel when the main route tunnel for customer “A1” tear down with the same 

users’ priorities and the route bandwidth enough for the two users tunnels, when 
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Customer “A1”was given high priority and the route bandwidth not enough for the 

two customers customer B1’s tunnel was disconnected. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



V 
 

 المستخلص

شبكات الموارد الشبكات لتحسين استخدام  فية للتحكم في مسار حركة المرور هندسة المرور هي تقني

كمية معينة من عرض النطاق الترددي هو متاح لحركة المرور  لمنحو االتكلفة  غرضلتجنب الازدحام، ل

 . في حالة فشل المسارء في حالة مستقرة وعميل معين ، سوال

بروتوكول الإنترنت القياسية توجيه كل حركة المرور بين نقطتين يتم إرسالها عبر أقصر باستخدام 

الطرق على الرغم من مسارات متعددة قد تكون موجودة . وخصوصا خلال فترات حجم ارتفاع حركة 

المرور ، وهذا يمكن أن يؤدي إلى ازدحام حركة المرور على طرق معينة في حين لا تستخدم بكثرة طرق 

ديلة ، على الرغم من حماية حركة عدم منح خلال فشل الارتباط ، و بروتوكولات التوجيه بروتوكول ب

 عطاء بع  الحركة اولويه علي اخر..القياسية لا تعطي فرصة لا الإنترنت

تبديل متعدد البروتوكولات باستخدام المؤشرات التعريفية فى  تطبيق في هذه الأطروحة على غرار 

 لشبكات الخاصه الافتراضية لتوجيه والتمريراو تطبيق مفهوم  محاكى شبكه رسومىباستخدام  هندسة الحركة

بروتوكول حجز الموارد و ، بروتوكول بروتوكولات بوابة الحدود، فتح أقصر مسار أولا بروتكولاتو 

 التعريفيةتبديل متعدد البروتوكولات باستخدام المؤشرات تعيين الطرق في شبكة ل بروتوكول توزيع تسمية

لكل عميل لضمان المرور  الشبكات الخاصه الافتراضية لتوجيه والتمريرلكل  هندسة الحركه قنواتعبر 

ستخدم معين مل لاولويهأو إعطاء ا رالآخ فشل الطريق الطريق الوحيد عند مشاركةو  قناة ذهب من خلال لي

 خر .الآمستخدم الوقطع  وحيدلاستخدام الطريق ال

 الفرع الرئيسمن  ختلفمن خلال مسار م تكل مستخدم ذهبل رأظهرت أن حركة المروالمحاكاة نتائج 

 مع نفس فشل"  1أللعميل " الرئيسمسارواحد عندما ال مسار شاركتمرور المستخدمين حركة فرع و الإلى 

"  1أ" يلعندما أعطي العم و،مستخدمينلليكفي  للمسارو عرض النطاق الترددي مستخدمين لل الأولويات

 ."1"بالعميل  تم قطع اتصال للمستخدمينلا يكفي  للمسارالترددي أولوية عالية و عرض النطاق 
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