
 

  المراجع



 45

[1] M. Zapata & N. Asokan, “Securing Ad hoc Routing Protocols”.  FIN-00045 NOKIA 

GROUP, Finland, 2003. 

[2] Savyasachi Samal, “Mobility Pattern Aware Routing in Mobile Ad Hoc Networks,” 

Faculty of the Virginia Polytechnic Institute and State University, May 2003. 

[3] Computing Unplugged Magazine, “Understanding mobile ad-hoc networks By 

HumayunBakht,”Dec2007. 

http://www.computingunplugged.com/issues/issue200406/00001301001.html . 

[4] Tony Larsson, Nicklas Hedman “Routing Protocol in Wireless Ad-Hoc Networks- A 

simulation study,” Lulea University of Technology 1998. 

[5] Toney Larson and Nicklas Hedman “Routing Protocol in Wireless Ad hoc networks- a 

Simulation study” 1998. 

[6] “Ad hoc On-Demand Distance Vector (AODV) Routing” RFC3561 

[7] http://www.omnetpp.org/external/credits.php. 

[8] http://www.omnetpp.org/doc/manual/usman.html. 

[9] S. Imre, Cs. Keszei, D. Hollós, P. Barta, Cs. Kujbus, “Simulation Environment for Ad-

Hoc Networks in OMNeT++,” June 2001. 

[10] Yih-Chun Hu and A. Perrig, “A Survey of Secure Wireless Ad Hoc Routing”, IEEE 

Security and Privacy, June 2004. 

[11]  S. Ramanathan and M. Steenstrup. “A survey of routing techniques for mobile 

communications networks”. Mobile Networks and Applications, 1996. 

[12] E. M. Royer and C.-K. Toh. “A review of current routing protocols for ad hoc mobile 

wireless networks”. IEEE Personal Communications, Apr. 1999. 

[13] R. Perlman. “Fault-tolerant broadcast of routing information”, In Computer Networks, 

1983. 

[14] S. Kent, C. Lynn, J. Mikkelson, and K. Seo. “Secure border gateway protocol (S-BGP) 

— real world performance and deployment issues”, 2000. 

[15] L. Zhou and Z. J. Haas. “Securing adhoc networks”, IEEE Network Magazine, Dec 1999. 

[16] S. Marti, T. J. Giuli, K. Lai, and M. Baker. “Mitigating routing misbehavior in mobile ad 

hoc networks”, Conference on Mobile Computing and Networking. 2000. 

[17] B. Dahill, B. N. Levine, E. Royer, and C. Shields, “A secure routing protocol for ad hoc 

networks. Technical Report UM-CS-2001-037”, University of Massachusetts, Departament of 

Computer Science, Aug. 2001. 



 46

[18] P. Papadimitratos and Z. J. Haas. “Secure routing for mobile ad hoc networks”. SCS 

Communication Networks and Distributed Systems Modeling and Simulation Conference, Jan 

2002. 

[19] A. Perrig, R. Szewczyk, V. Wen, D. E. Culler, and J. D. Tygar. “SPINS: security 

protocols for sensor networks”. In Proceedings of the Seventh Annual International 

Conference on Mobile Computing and Networking, 2001. 

[20] K. Zhang. “Efficient protocols for signing routing messages”. In Proceedings of the 

Symposium on Network and Distributed Systems Security, July 2001. 

[21] Y.C. Hu, D.B.Hohnson, and A. Perrig. “SEAD: Secure Efficient Distance Vector 

Routing in Mobile Wireless Ad Hoc Networks”. Proceedings of 4th IEEE Workshop on 

Mobile Computing Systems and Applications (WMCSA 02), 2002. 

[22] Y.-C. Hu, A. Perrig, and D.B. Johnson, “Packet Leashes:A Defense against 

Wormhole Attacks in Wireless Ad Hoc Networks”, IEEE Computer and Communications 

Societies (INFOCOM 2003), 2003. 

[23] Y.-C. Hu, A. Perrig, and D.B. Johnson, “Ariadne: A Secure On-Demand Routing 

Protocol for Ad Hoc Networks”, Mobile Computing and Networking, 2002. 

[24] S. Marti et al.“Mitigating Routing Misbehaviour in Mobile Ad Hoc Networks” 

Mobile Computing and Networking, 2000. 

[25] M. Guerrero Zapata and N. Asokan, “Securing Ad Hoc Routing Protocols”,  

ACM Workshop on Wireless Security, 2002. 

[26] P. Papadimitratos and Z.J. Haas, “Secure Link State Routing for Mobile Ad Hoc 

Networks”, IEEE Workshop on Security and Assurance in Ad Hoc Networks, 2003. 

[27] S. Buchegger and J.-Y. Le Boudec., “Performance Analysis of the CONFIDANT 

Protocol (Cooperation Of Nodes - Fairness In Dynamic Ad-hoc NeTworks)”, Mobile Ad Hoc 

Networking and Computing, 2002. 

[28] B. Awerbuch et al. “An On-Demand Secure Routing Protocol Resilient to 

Byzantine Failures”,  ACM Workshop on Wireless Security, 2002. 

[29] J. Zhen and Sampalli Srinivas. “Preventing Replay Attacks for Secure Routing in 

Ad Hoc Network”, ADHOC-NOW 2003. 

[30] Monis Akhlaq, M Noman Jafri, Muzammil A Khan, and Baber Aslam  “Addressing 

Security Concerns of Data Exchange in AODV Protocol” Proceedings of world academy of 

science, engineering and technology, 16 Nov 2006. 



 47

[31] Abu Raihan Mostofa Kamal, “Adaptive Secure Routing in Ad Hoc Mobile Network”, 

Royal Institute of Technology, 2004 

[32]  J. Zhen and Sampalli Srinivas. Preventing Replay Attacks for Secure Routing in 

Ad Hoc Network. ADHOC-NOW 2003. 

[33] Universidad Bern, “AD-HOC MULTIPATH ROUTING PROTOKOLLE”. Alican 

Gecyasar 2006. 

[34] N.Concer, “adhocsim - an aodv implementation for omnet++”. 2005, Available: 

http://www.cs.unibo.it/~concer/adHocSim.html. 

[35] Charles E.Parkins, “Ad Hoc On Demand Distance Vector (AODV) Routing”. Internet 

draft, draft-ietf-manet-aodv-13.txt, February 2003. 

[36] Ron Rivest, “The MD5 Message-Digest Algorithm ”. April 1992, Available: 

 http://tools.ietf.org/html/rfc1321.  

 

 

 

 

 

 


