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Abstract

The aim of this project is to investigate and understand the load flow
analysis for power systems, during abnormal condition using (Ne plane) with
the main focus on load flow analysis theories and computer application. The
thesis define the power system security and the effect of load flow |,
contingency analysis to power system security , and how it effect of
equipment of power system network .

The thesis investigate Sudan national electricity cooperation during big
load period s , then it summaries load flow solution to prevent applied
contingency outages to the network and gave a summary, for load flow
solutions, to prevent systems from breakdowns , locate the week point, reduce

losses and give reliable efficiency and economic operation .
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CHAPTER ONE
INTRODUCTION

1.1 Introduction

Power system engineering is the central area of activity for power system
planning, project engineering, operation and rehabilitation of power systems
for electrical  power supply. Power system engineering comprises the
analysis, calculation and design of electrical systems and equipment, the
setup of tender documents, the evaluation of offers and their technical and
financial assessment and contract negotiations and award. It is seen as an
indispensable and integral part of the engineering activities for feasibility
studies, for planning and operating studies, for project engineering, for the
development, extension and rehabilitation of existing facilities, for the
design of network protection concepts and protective relay settings and also
for clearance of disturbances.

The supply of electricity at competitive unit price, in sufficient quantity and
quality, and with safe and reliable supply through reliable equipment,
system structures and devices is of crucial importance for the economic
development of industries, regions and countries. The planning of supply
systems must take into account different boundary conditions, which are
based on regional and structural consideration that in many cases have a
considerable impact on the technical design. Given that, in comparison with
all other industries, the degree of capital investment in electric utilities takes
the top position , not only from the monetary point of view but also in terms
of long term return of assets, it becomes clear that each investment decision
requires particularly careful planning and investigation, to which power
system engineering and power system planning contribute substantially.

The reliability of the supply is determined not only by the quality of the
equipment but also by careful planning and detailed knowledge of power



systems, together with a consistent use of relevant standards and norms, in
particular IEC standards, national standards and norms as well as internal
regulations. Furthermore, the mode of system operation must conform to the
conditions specified by standards, including the planning process,
manufacturing of equipment and commissioning. Just as faults in equipment
cannot be totally excluded because of technical or human failure, likewise

the equipment and installations cannot be

1.2 Electrical power system

Modern power systems are designed to operate efficiently to supply
power on demand to various load centers with high reliability. The
generating stations are often located at distant locations for economic,
environmental and safety reasons. For example, it may be cheaper to locate
a thermal power station at pithead instead of transporting coal to load
centers. Hydropower is generally available in remote areas. A nuclear plant
may be located at a place away from urban areas. Thus, a grid of
transmission lines operating at high or extra high voltages is required to
transmit power from the generating stations to the load centers.

In addition to transmission lines that carry power from the sources to loads,
modern power systems are also highly interconnected for economic reasons.
The interconnected systems benefit by:

(a) Exploiting load diversity

(b) Sharing of generation reserves

(c) Economy gained from the use of large efficient units without sacrificing
reliability.

However, there is also a downside to ac system interconnection — the

security can be adversely affected as the disturbances initiated in a



particular area can spread and propagate over the entire system resulting

in major blackouts caused by cascading outages. [6].

1.3 Problem Statement

The motivation for the study arises from the undergoing project to procure
and install nine SVC compensation plants various substations in the national
Grid. The sizing and location of the compensation was based on study
commissioned by BCP Switzerland. Since the study was undertaken for the
existing level of load and system topology of 2012 with a maximum of 1700
MW, the aim of this study is to analyze the impact and performance of the
SVC size and location, the level of utilization and general impact on the
network performance is to be assessed.

It was originally envisaged to carry out the studies for both 2013 and 2014,
but since SVC project has fallen behind schedule and is not expected to be

commissioned in 2013, the study concentrates only on the year 2014

1.4 Objectives

1. To carry load follows studies with and without the SVC equipment in
place for level of load and system topology of the year 2016 under various
system conditions of light and peak load.

2. To assess the system performance in light of the study result and
comment on the SVC utilization and adequacy regarding size and location.
3. To comment on general weak points on the system which are not covered
by SVC compensation under the present scope of supply of the ongoing
project and which may benefit from such compensation in the future.

4. To comment on general weak points on the system this deemed to benefit
from transmission and generation reinforcement rather than SVC equipment

or any other form of reactive compensation



1.5 Project Layout

Chapter Two describes the structure of power system network in general
while

Chapter Three gives the investigates the FACT devices technologies and
the modeling of SVC.

Chapter Four presents and discuss the results of the studies on peak with
and without SVC equipment , the impact upon increasing generation in
Khartoum , the performance under special conditions , such as increase in
the loading at Port- Sudan , load project at Port-Sudan , or a general outage
of 70% of load in the network under Peak condition .Finally the conclusion

and recommendations are presented in chapter 5



CHAPTER TWO
POWER SYSTEM SECURITY CONTINGENCY
ANALYSIS

2.1 Introduction

System security was part of reliability assured at the system planning stage
by providing a strong system that could ride out any “credible” disturbances
without serious disruption. It is no longer economically feasible to design
systems to this standard. At that time, power system operators made sure
that sufficient spinning reserve was on line to cover unexpected load
increases or potential loss of generation and to examine the impact of
removing a line or other apparatus for maintenance. Whenever possible, the
operator attempted to maintain a desirable voltage profile by balancing
VARs in the system. Security monitoring is perceived as that of monitoring,
through contingency analysis, the conditional transition of the system into
an emergency state.

2. 2 Perspectives of Security Assessment

There is a need to clarify the roles of security assessment in the planning
and real-time operation environments. The possible ambiguity is the result
of the shift of focus from that of system robustness designed at the planning
stage as part of reliability, to that of risk avoidance that is a matter operators
must deal with in real time. The planner is removed from the time varying
real world environment within which the system will ultimately function.
The term “security” within a planning context refers to those aspects of
reliability analysis that deal with the ability of the system, as it is expected
to be constituted at some future time, to withstand unexpected losses of
certain system components. Reliability has frequently been considered to

consist of adequacy and security. Adequacy is the ability to supply energy to



satisfy load demand. Security is the ability to withstand sudden
disturbances. System operations is concerned with security as it is
constituted at the moment, with a miscellaneous variety of elements out for
maintenance, repair, etc., and exposed to environmental conditions that may
be very different from the normal conditions considered in system planning.
In operations, systems nearly always have less than their full complement of

equipment in service. As a result, an operator must often improvise to

improve security in ways that are outside the horizon of planners [2].

2. 3 Security Assessment Defined

Security assessment involves using available data to estimate the relative
security level of the system currently or at some near-term future state.
Approaches to security assessment are classified as either direct or indirect.
A)  The direct approach:

This approach evaluates the likelihood of the system operating point
entering the emergency state. It calculates the probability that the power
System State will move from normal state to emergency state, conditioned
on its current state, projected load variations, and ambient conditions. It is
common practice to assess security by analyzing a fixed set of
contingencies. The system is declared as insecure if any member of the set
would result in transition to the emergency state. This is a limiting form of
direct assessment, since it implies a probability of the system being in the
emergency state conditioned on the occurrence of any of the defined
contingencies.

B) The indirect approach:

Here a number of reserve margins are tracked relative to predetermined
levels deemed adequate to maintain system robustness vis-a-vis pre-selected

potential disturbances. An indirect method of security assessment defines a



set of system “security” variables that should be maintained with predefined
limits to provide adequate reserve margins.

Once derived for a given system configuration, they could be applied
without further power flow analysis to determine post-contingency line
loading even, by superposition, for multiple contingencies. Such a
computationally simple method of analysis made on-line contingency
assessment practicable for “thermal security,” where reactive flows were not
of concern.

More recently, post-contingency voltage behavior has become a prominent
element in security assessment. Assessment of “voltage security” is a
complex process because the behavior of a system undergoing voltage

collapse cannot be completely explained on the basis of static analysis
alone. [2].

2.4 Implications of Security

The trend towards reducing the costs associated with robust systems has
lead to heightened requirements of active security control. This necessitates
an increase in the responsibilities of the system operator.

2.5 Security Analysis

On-line security analysis and control involve the following three
ingredients:

o Monitoring

o Assessment

o Control

The following framework relates the three modules:

Step 1. Security Monitoring: Identify whether the system is in the normal
state or not using real-time system measurements. If the system is in an

emergency state, go to step 4. If load has been lost, go to step 5.



Step2. Security Assessment: If the system is in the normal state, determine
whether the system is secure or insecure with respect to a set of next
contingencies.

Step 3. Security Enhancement: If insecure, determine what action to take to
make the system secure through preventive actions.

Step 4. Emergency Control: Perform proper corrective action to bring the
system back to the normal state following a contingency, which causes the
system to enter an emergency state.

Step 5. Restorative Control: Restore service to system loads.

Security analysis and control have been implemented in modem energy
control centers

The monitoring module starts with real-time measurements of physical
quantities such as line power and current flows, power injections, bus
voltage magnitudes, and the status of breakers and switches. Measured data
are telemeter from various locations to the control center computer. The
available data are further processed to obtain an estimate of the system state
variables (bus voltage magnitudes and phase angles for normal steady state).
State estimation is a mathematical procedure for computing the “best”
estimate of the state variables of the system based on the available data,
which are in general corrupted with errors.

It needs a set of contingencies to assess whether a normal operating state is
secure or not. The contingency selection process employs a scheme to select
a set of important and plausible disturbances. Security assessment involves
primarily steady-state power flow analysis. Stability constraints are
expressed in terms of the limits on line flows and bus voltages. As a result,
to assess system response to contingencies, a contingency evaluation is
carried out using on-line power flows. The on-line power flow uses the
actual power flow model of the system under study (from the state
estimation solution) together with a system representation of the



unmonitored network and neighboring systems, i.e., an external network
model.

Since the contingencies are future events, a bus-load forecast is needed.
Certain implementations of the state estimator render the external model

observable by strategic placement of pseudo-measurements. Then the state

estimate is performed on the entire model in one step. [4].

2.6 The Energy Control Center

The following criteria govern the operation of any electric power system

s Safety

s Quality

% Reliability

X Economy

The first criterion is the most important consideration and aims to ensure the
safety of personnel, environment, and property in every aspect of system
operations. Quality is defined in terms of variables, such as frequency and
voltage that must conform to certain standards to accommodate the
requirements for proper operation of all loads connected to the system.
Reliability of supply does not have to mean a constant supply of power, but
it means that any break in the supply of power is one that is agreed to and
tolerated by both supplier and consumer of electric power. Making the
generation cost and losses at a minimum motivates the economy criterion
while mitigating the adverse impact of power system operation on the
environment.

Within an operating power system, the following tasks are performed in
order to meet the preceding criteria:

% Maintain the balance between load and generation.

% Maintain the reactive power balance in order to control the voltage

profile.



% Maintain an optimum generation schedule to control the cost and
environmental impact of the power generation.

s Ensure the security of the network against credible contingencies.

This requires protecting the network against reasonable failure of equipment
or outages.

The fact that the state of the power network is ever changing because loads
and networks configuration change, makes operating the system difficult.
Heavier loading of tie-lines which were originally built to improve reliability,
and were not intended for normal use at heavy loading levels, has increased
interdependence among neighboring utilities. With greater emphasis on
economy, there has been an increased use of large economic generating units.
This has also affected reliability.

These trends allow systems to be operated much closer to security limits
(thermal, voltage and stability). On some systems, transmission links are
being operated at or near limits 24 hours a day, with the following
consequences

The trends have adversely affected system dynamic performance.

A power network stressed by heavy loading has a substantially different
response to disturbances from that of a non-stressed system.

The potential size and effect of contingencies has increased dramatically.
When a power system is operated closer to the limit, a relatively small
disturbance may cause a system upset. The situation is further complicated by
the fact that the largest size contingency is increasing. Thus, to support
operating functions many more scenarios must be anticipated and analyzed. In
addition, bigger areas of the interconnected system may be affected by a
disturbance.

Two control centers are normally implemented in an electric utility, one for
the operation of the generation-transmission system, and the other for the
operation of the distribution system. We refer to the former as the energy

10



management system (EMS), while the latter is referred to as the distribution
management system (DMS). The two systems are intended to help the
dispatchers in better monitoring and control of the power system. The
simplest of such systems perform data acquisition and supervisory control,
but many also have sophisticated power application functions available to
assist the operator.

An energy control center represents a large investment by the power system
ownership. Major benefits flowing from the introduction of this system
include more reliable system operation and improved efficiency of usage of
generation resources. In addition, power system operators are offered more in-
depth information quickly. It has been suggested that at Houston Lighting &
Power Co., system dispatchers’ use of network application functions (such as

Power Flow, Optimal Power Flow, and Security Analysis) has resulted in

considerable economic and intangible benefits. [4].

2.7 Overview of EMS Functions

System dispatchers at the EMS are required to make short-term (next day) and
long-term (prolonged) decisions on operational and outage scheduling on a daily
basis. Moreover, they have to be always alert and prepared to deal with
contingencies that may arise. Many software and hardware functions are required
as operational support tools for the operator. Broadly speaking, we can classify
these functions in the following manner:

- Base functions

- Generation functions

- Network functions

- Each of these functions is discussed briefly in this section.

The required base functions of the EMS include: The ability to acquire real

time data from monitoring equipment throughout the power system.
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Process the raw data and distribute the processed data within the central
control system.

The data acquisition function (DA) acquires data from remote terminal units
(RTUs) installed throughout the system using special hardware connected to
the real time data servers installed at the control center. Alarms that occur at
the substations are processed and distributed by the DA function. In addition,
protection and operation of main circuit breakers, some line isolators,
transformer tap changers and other miscellaneous substation devices are
provided with a sequence of events time resolution.

A) Data Acquisition

The data acquisition function collects, manages, and processes information
from the RTUs by periodically scanning the RTUs and presenting the raw
analog data and digital status points to a data processing function. This
function converts analog values into engineering units and checks the digital
status points for change since the previous scan so that an alarm can be raised
if status has changed. Computations can be carried out and operating limits
can be applied against any analog value such that an alarm message is created
if a limit is violated.

B)Supervisory Control

Supervisory control allows the operator to remotely control all circuit
breakers on the system together with some line isolators. Control of devices
can be performed as single actions or a line circuit can be switched in or out
of service.

C) Alarm Processor

The alarm processor software is responsible to notify the operator of changes
in the power system or the computer control system. Many classification and
detection techniques are used to direct the alarms to the appropriate operator

with the appropriate priorities assigned to each alarm.
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D) Logical Alarming

This predetermines a typical set of alarm operations, which would result from
a single cause. For example, a faulted transmission line would be
automatically taken out of service by the operation of protective and tripping
relays in the substation at each end of the line and the automatic opening of
circuit breakers. The coverage would identify the protection relays involved,
the trip relays involved and the circuit breakers that open.

E) Sequence of Events Function

The sequence of events function is extremely useful for post-mortem analysis
of protection and circuit breaker operations. Every protection relay, trip relay,
and circuit breaker is designated as a sequence of events digital point.

This data is collected, and time stamped accurately so that a specified
resolution between points is possible within any substation and across the
system.

Sequence of events data is buffered on each RTU until collected by data
acquisition automatically or on demand.

F) Historical Database

This function takes any data obtained by the system and stores it in a
historical database. It then can be viewed by a tabular or graphical trend
display. The data is immediately stored within the on-line system and
transferred to a standard relational data base system periodically. Generally,
this function allows all features of such database to be used to perform queries
and provide reports.

G) Automatic Data Collection

This function is specified to define the process taken when there is a major
system disturbance. Any value or status monitored by the system can be
defined as a trigger. This will then create a disturbance archive, which will

contain a pre-disturbance and a post-disturbance snapshots to be produced.
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H) Load Shedding Function
This facility makes it possible to identify that particular load block and
instruct the system to automatically open the correct circuit breakers involved.
2.8 Contingency Analysis
Contingency analysis indicates to the operator what might happen to the
system in the event of unplanned equipment outage. It essentially offers
answers to questions such as “What will be the state of the system if an
outage on part of the major transmission system takes place?’ The answer
might be that power flows and voltages will readjust and remain within
acceptable limits, or that severe overloads and under-voltages will occur with
potentially severe consequences should the outage take place.
A severe overload, persisting long enough, can damage equipment of the
system, but usually relays are activated to isolate the affected equipment once
it fails. The outage of a second component due to relay action is more serious
and often results in yet more readjustment of power flows and bus voltages.
This can in turn cause more overloads and further removal of equipment. An
uncontrollable cascading series of overloads and equipment removals may
then take place, resulting in the shutting down of a significant portion of the
system.
The motivation to use contingency analysis tools in an EMS is that when
forewarned the operator can initiate preventive action before the event to
avoid problems should an outage take place. From an economic point of view,
The operator strives to avoid overloads that might directly damage equipment,
or worse, might cause the system to lose a number of components due to relay
action and then cause system-wide outages.
External contingencies are caused by environmental effects such as lightning,
high winds and ice conditions or else are related to some non-weather related
events such as vehicle or aircraft coming into contact with equipment, or even

human or animal direct contact. These causes are treated as unscheduled,
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random events, which operators can not anticipate, but for which they must be
prepared.

The operator must play an active role in maintaining system security. The first
step is to perform contingency analysis studies frequently enough to assure
that system conditions have not changed significantly from the last execution.
The outcome of contingency analysis is a series of warnings or alarms to the
operators alerting them that loss of component A will result in an overload of
PA on line T1. To achieve an accurate picture of the system’s exposure to
outage events several points need to be considered: [4].

A) System Model

Contingency analysis is carried out using a power flow model of the system.
Additional information about system dynamics is needed to assess stability as
well. Voltage levels and the geographic extent to include in the model are
Issues to be considered. In practice, all voltage levels that have any possibility
of connecting circuits in parallel with the high voltage system are included.
This leaves out those that are radial to it such as distribution networks.

B) Contingency Definition

Each modeled contingency has to be specified on its own. The simplest
definition is to name a single component. This implies that when the model of
the system is set up, this contingency will be modeled by removing the single
component specified. Another important consideration is the means of
specifying the component outage. The component can be specified by name,
such as a transmission line name, or more accurately, a list of circuit breakers
can be specified as needing to be operated to correctly model the outage of the
component. Contingencies that require more than one component to be taken
out together must be defined as well.

C) Double Contingencies

A double contingency is the overlapping occurrence of two independent

contingent events. To be specific, one outside event causes an outage and
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while this outage is still in effect, a second totally independent event causes
another component to be taken out. The overlap of the two outages often
causes overloads and under-voltages that would not occur if either happened
separately.

D) Contingency List

Generally, contingency analysis programs are executed based on a list of valid
contingencies. The list might consist of all single component outages
including all transmission lines, transformers, substation buses, and all
generator units. For a large interconnected power system just this list alone
could result in thousands of contingency events being tested.

E) Speed

Generally, operators need to have results from a contingency analysis
program in the order of a few minutes up to fifteen minutes. Anything longer
means that the analysis is running on a system model that does not reflect
current system status and the results may not be meaningful.

2.9 Historical Methods of Contingency Analysis

There is a conflict between the accuracy with which the power system is
modeled and the speed required for modeling all the contingencies specified
by the operator. If the contingencies can be evaluated fast enough, then all
cases specified on the contingency list are run periodically and alarms
reported to the operators. This is possible if the computation for each outage
case can be performed very fast or else the number of contingencies to be run
is very small.

The number of contingency cases to be solved in common energy
management systems is usually a few hundred to a few thousand cases. This
coupled with the fact that the results are to be as accurate as if run with a full
power flow program make the execution of a contingency analysis program

within an acceptable time frame extremely difficult.
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2.10 Selection of Contingencies to be studied

A full power flow must be used to solve for the resulting flows and voltages
in a power system with serious reactive flow or voltage problems when an
outage occurs. In this case, the operators of large systems looking at a large
number of contingency cases may not be able to get results soon enough. A
significant speed increase could be obtained by simply studying only the

important cases, since most outages do not cause overloads or under-voltages.
2.10.1 Fixed List

Many operators can identify important outage cases and they can get
acceptable performance. The operator chooses the cases based on experience
and then builds a list for the contingency analysis program to use. It is
possible that one of the cases that were assumed to be safe may present a

problem because some assumptions used in making the list are no longer true.

2.10.2 Indirect Methods (Sensitivity-Based Ranking Methods)
An alternative way to produce a reduced contingency list is to perform a
computation to indicate the possible bad cases and perform it as often as the
contingency analysis itself is run. This builds the list of cases dynamically and
the cases that are included in the list may change as conditions on the power
system change. This requires a fast approximate evaluation to discover those
outage cases that might present a real problem and require further detailed
evaluation by a full power flow. Normally, a sensitivity method based on the
concept of a network performance index is employed. The idea is to calculate
a scalar index that reflects the loading on the entire system.

2.10.3 Comparisons of Direct and Indirect Methods

Direct methods are more accurate and selective than the indirect ones at the
expense of increased CPU requirements. The challenge is to improve the

efficiency of the direct methods without sacrificing their strengths. Direct
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methods assemble severity indices using monitored quantities (bus voltages,
branch flows, and reactive generation), that have to be calculated first. In
contrast, the indirect methods calculate severity indices explicitly without
evaluating the individual gquantities. Therefore, indirect methods are usually
less computationally demanding. Knowing the individual monitored
quantities enables one to calculate severity indices of any desired complexity
without significantly affecting the numerical performance of direct methods.
Therefore, more attention has been paid recently to direct methods for their
superior accuracy (selectivity). This has lead to drastic improvements in their
efficiency and reliability.

2.10.4 Fast Contingency Screening Methods

To build a reduced list of contingencies one uses a fast solution and ranks the
contingencies according to its results. Direct contingency screening methods
can be classified by the imbedded modeling assumptions. Two distinct classes
of methods can be identified:

a) Linear methods specifically intended to screen contingencies for possible
real power (branch MW overload) problems.

b) Nonlinear methods intended to detect both real and reactive power
problems (including voltage problems).

Bounding methods offer the best combination of numerical efficiency and
adaptability to system topology changes. These methods determine the parts
of the network in which branch MW flow limit violations may occur.

The zero mismatches (ZM) method extends the application of localization
ideas from contingency screening to full iterative simulation. Advantage is
taken of the fact that most contingencies significantly affect only small
portions (areas) of the system. Significant mismatches occur in only very few
areas of

the system being modeled. There is a definite pattern of very small
mismatches throughout the rest of the system model. This is particularly true
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for localizable contingencies, e.g., branch outages, bus section faults.
Consequently, it should be possible to utilize this knowledge and significantly
speed up the solution of such contingencies. The following is a framework for
the approach:

1) Bound the outage effects for the first iteration using for example a version
of the complete boundary.

2) Determine the set of buses with significant mismatches resulting from
angle and magnitude increments.

3) Calculate mismatches and solve for new increments.

4) Repeat the last two steps until convergence occurs.

The main difference between the zero mismatch and the concentric relaxation
methods is in the network representation. The zero mismatch method uses the
complete network model while a small cutoff representation is used in the
latter one. The zero mismatch approach is highly reliable and produces results

of acceptable accuracy because of the accuracy of the network representation

and the ability to expand the solution to any desired bus. [5].

2.11 Optimal preventive and corrective action

For contingencies found to cause overloads, voltage limit violations, or
stability problems, preventive actions are required. If a feasible solution exists
to a given security control problem, then it is highly likely that other feasible
solutions exist as well. In this instance, one solution must be chosen from
among the feasible candidates. If a feasible solution does not exist, a solution
must be chosen from the infeasible candidates.

Security optimization is a broad term to describe the process of selecting a
preferred solution from a set of (feasible or infeasible) candidate solutions.
The term Optimal Power Flow (OPF) is used to describe the computer
application that performs security optimization within an Energy Management

System.
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2.12 Optimization in Security Control

To address a given security problem, an operator will have more than one
control scheme. Not all schemes will be equally preferred and the operator
will thus have to choose the best or “optimal” control scheme. It is desirable
to find the control actions that represent the optimal balance between security,
economy, and other operational considerations. The need is for an optimal
solution that takes all operational aspects into consideration. Security
optimization programs may not have the capability to incorporate all
operational considerations into the solution, but this limitation does not
prevent security optimization programs from being useful.

The solution of the security optimization program is called an “optimal
solution” if the control actions achieve the balance between security,
economy, and other operational considerations. The main problem of security
optimization seeks to distinguish the preferred of two possible solutions. A
method that chooses correctly between any given pair of candidate solutions
is capable of finding the optimal solution out of the set of all possible
solutions.

There are two categories of methods for distinguishing between candidate
so